
Financial Fitness for 

Seniors



Disclaimer

The information contained in this presentation is provided for educational and informational 

purposes only, and should not be a substitute for professional advice provided by a Certified 

Financial Planner, legal counsel, tax, investment, or other financial professional. You alone 

assume the risks associated with the use of any content in this presentation. BMI FCU 

makes no warranty, express or implied, about the accuracy or reliability of this is 

content. Neither information or any opinion expressed constitutes either a recommendation 

by BMI FCU or a solicitation for the purchase of any product or service. BMI FCU is open to 

everyone who lives, works, worships or attends school in Franklin, Licking, Fairfield, 

Pickaway, Madison, Union, Delaware or Morrow County. Federally insured by the NCUA. 

Equal Housing Lender.

Copyright © 2013-2022 BMI Federal Credit Union. All rights reserved. BMI Federal Credit 

Union, BMI FCU and We make banking personal are all registered trademarks of BMI 

Federal Credit Union.



Remote Learners

This presentation may include the ability to interact 

(through a chat box or video) with the speaker. Please 

refrain from disclosing any confidential personal 

information to the speaker, as it can be seen by all 

parties in attendance.

Other Tips for Today

If you specific questions regarding accounts with BMI Federal 

Credit Union, please reach out to us at 614-707-4000.



Overview

Common Scams

ÅWarning Signs

ÅAvoiding Scams

Financial Well-being for Seniors



Types of Scams

Imposter Scams 

× Romance Scammers

× Authorized Representative/Government Official



Types of Scams

Investment Scams 



Types of Scams

Job Opportunity Scams 



Warning Signs

ÅSense of urgency

ÅAvoidance of meeting in person

ÅñOnce in a lifetimeò opportunity

ÅUnsolicited direct messages or emails

ÅRequesting payments in a specific way

ÅRequesting your online banking credentials to send you money



Avoiding Scams

ÅDo your own research

ÅBlock unwanted messages

ÅConsider risks before sending funds

ÅTalk to someone you trust

ÅDo not give out your personal information online

ÅDo not provide your online banking credentials to anyone



Avoiding ID Theft Scams

ÅKeep financial documents and records in a safe place

ÅBefore sharing personal information, ask why they need it, how 

will it be used and how will it be protected

Å Shred financial documents

Å Do not open links in unsolicited emails or text messages!

ÅAvoid oversharing on social networking sites

ÅUse strong passwords

ÅProtect your Social Security Number



Financial Well-Being for Seniors

ÅDealing with  loneliness, fear, and diminished capacity

ÅFive ñmust havesò



Financial Well-being

#1 Have a system for keeping track of your accounts



Financial Well-being

#2 Have a handle on your monthly budget



Financial Well-being

#3 Have a way to stay up-to-date and informed



Financial Well-being

#4 Stay connected



Financial Well-being

#5 Know when and how to ask for help



Resources

ÅConsumer Financial Protection Bureau

www.consumerfinance.gov

https://www.consumerfinance.gov/


Do 


